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known as Build Back Better, and we 
are hearing all these wonderful things 
about it. 

Well, the problem is that all those 
wonderful things cost far too much and 
are completely unaffordable and aren’t 
being paid for by the Members of this 
House; they are being paid for by my 
constituents who are going to be worse 
off because of it, and they also know 
that. 

And not to mention, Madam Speaker, 
what about all the fraud? We don’t 
hear much about that. Did you realize 
there was $87 billion in fraud due to the 
unemployment compensation that was 
just sprawled out to whoever asked 
with absolutely no work requirements 
at all, and none exist in this bill either. 

We will be building back—not bet-
ter—we will be building back in a man-
ner that will be hurtful to my constitu-
ents and to my State and to our coun-
try. 

Madam Speaker, the holidays are 
around the corner. Demand always in-
creases in the holidays. So the situa-
tion is going to get further exacer-
bated, without a doubt. You don’t need 
an economist to know that demand is 
going to continue to go up, supply will 
be minimal, inflation will rise due to 
the Build Back Better, which means 
there will be less workers. This is going 
to be the most expensive Christmas 
anyone can remember. 

f 

b 1100 

CYBERSECURITY AWARENESS 
MONTH 

The SPEAKER pro tempore. The 
Chair recognizes the gentleman from 
Georgia (Mr. CLYDE) for 5 minutes. 

Mr. CLYDE. Madam Speaker, I rise 
today to continue to recognize the 
month of October as Cybersecurity 
Awareness Month and to further high-
light the importance of cybersecurity 
across our country. 

Our Nation’s safety and security are 
being challenged by enemies through 
cyberspace. As we have seen over the 
last year, these attacks can lie dor-
mant for many months before being de-
tected and can have devastating im-
pacts on our economy and way of life. 
Furthermore, these cyberattacks can 
be carried out by both state and 
nonstate actors with ease, as they are 
relatively inexpensive to execute. 

There are certainly effective ways to 
immediately respond to a cyberattack, 
yet victims are often constrained due 
to lack of capabilities, knowledge, or 
resources. 

In many ways cyberattacks have 
emerged as a near-perfect weapon 
against our Nation. During these last 
10 months in Congress, I have become 
aware of just how destructive a 
cyberattack can be on a small business. 
It makes no difference what the busi-
ness does. The only concern of the 
thieves is that the business be vulner-
able. That is what happened to a com-
pany in my district in rural north 
Georgia 3 years ago. 

The operations of a company that 
manufactured various bathroom fix-
tures came to a screeching halt when it 
was hijacked by a ransomware attack. 
This business was then forced to send a 
$100,000 ransom using cryptocurrency, 
bitcoin, to obtain the decryption key 
that would allow them to resume func-
tioning. For almost 5 weeks their oper-
ations were shut down by the attack. 

When I spoke to the business man-
agement team, they told me the attack 
happened so quickly that they were not 
sure what to do or to whom to turn. In 
the end, this business suffered a loss of 
over $1 million in hard currency— 
money that had to be paid out to fix or 
replace equipment and almost $10 mil-
lion in lost revenue. 

Any American or business can face 
the same horrifying reality. That is 
why it takes all of us to prevent these 
intrusions from occurring. It starts 
with fundamental cybersecurity prac-
tices that work to strengthen network 
resiliency; commonly known as good 
cyber hygiene. 

The Department of Homeland Secu-
rity Cybersecurity and Infrastructure 
Security Agency, known as CISA, 
spearheads efforts to educate Ameri-
cans on what steps they can take to 
practice proper cyber hygiene. 

I fully support CISA’s efforts in this 
endeavor and encourage everyone, es-
pecially businesses, to take a look at 
the resources CISA has to offer to be 
more safe and more secure online. 
Madam Speaker, you can find them on-
line at www.CISA.gov. 

BIDEN BORDER CRISIS 

Mr. CLYDE. Madam Speaker, I rise 
today to highlight the ongoing and 
record-breaking Biden border crisis. 
Hidden in last Friday’s news dump, the 
latest data from Customs and Border 
Protection reveals Biden’s self-in-
flicted crisis at our southern border is 
far from over. Last month there were 
192,000 encounters at our southern bor-
der alone—a 232 percent increase from 
September of last year. This is the sev-
enth straight month of more than 
170,000 illegal encounters—a trend 
never before recorded. 

This insanity must stop. The chaos 
at our southern border has now reck-
lessly reached over 1.4 million illegal 
border crossings since President Biden 
took office. Yet during the President’s 
townhall last week, he claimed that he 
hasn’t had time to visit the crisis that 
he created. Keep in mind, Madam 
Speaker, the President has managed to 
visit his Delaware beach house almost 
every weekend of his Presidency. 

It is shameful, Madam Speaker, that 
the President doesn’t feel the need to 
witness the very crisis that he created. 
I refuse to ignore this administration’s 
blatant dereliction of duty. The coun-
try needs to continue to hear about it 
until the issue is fixed, and I will con-
tinue working with my Republican col-
leagues to strengthen border security 
and put Americans first. 

RECESS 
The SPEAKER pro tempore. Pursu-

ant to clause 12(a) of rule I, the Chair 
declares the House in recess until noon 
today. 

Accordingly (at 11 o’clock and 4 min-
utes a.m.), the House stood in recess. 

f 

b 1200 

AFTER RECESS 
The recess having expired, the House 

was called to order by the Speaker pro 
tempore (Ms. MCCOLLUM) at noon. 

f 

PRAYER 
The Chaplain, the Reverend Margaret 

Grun Kibben, offered the following 
prayer: 

God of light, shine on us this day. 
Bring clarity into this dark world and 
illumine the path that will lead us 
through the challenges we face and the 
difficulties we discover on our way. 

May we reflect Your light in our 
dealings with each other. May we find 
ways to brighten the lives of those we 
encounter and take the time to reveal 
with a kind word or a helpful gesture, 
the love that comes from You. 

Indeed, O God, this Congress serves 
as a city on a hill. Nothing they do can 
be hidden; all eyes are upon them. 

Let that vulnerability be a source of 
awareness of our dependence on You. 
Let that visibility be a source of hope 
for the Nation. 

Then let our light, our devotion, our 
dedication, our purest motives, and our 
noblest intentions, shine before others 
that You would be glorified. 

In the light of Your mercy and in the 
strength of Your name we pray. 

Amen. 
f 

THE JOURNAL 
The SPEAKER pro tempore. Pursu-

ant to section 11(a) of House Resolu-
tion 188, the Journal of the last day’s 
proceedings is approved. 

f 

PLEDGE OF ALLEGIANCE 
The SPEAKER pro tempore. Will the 

gentleman from Texas (Mr. WILLIAMS) 
come forward and lead the House in the 
Pledge of Allegiance. 

Mr. WILLIAMS of Texas led the 
Pledge of Allegiance as follows: 

I pledge allegiance to the Flag of the 
United States of America, and to the Repub-
lic for which it stands, one nation under God, 
indivisible, with liberty and justice for all. 

f 

ANNOUNCEMENT BY THE SPEAKER 
PRO TEMPORE 

The SPEAKER pro tempore. The 
Chair will entertain up to 15 requests 
for 1-minute speeches on each side of 
the aisle. 

f 

HONORING PEOPLE 
INCORPORATED 

(Mr. HIGGINS of New York asked and 
was given permission to address the 
House for 1 minute.) 
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